# Information Security Awareness Standard

Related Policy

* 209.00 Information Security Awareness Policy

## Purpose

The purpose of the Information Security Awareness Standard (“Standard”) is to establish the minimum requirements and desired processes needed for an information security awareness program for all users of Alight informational assets.

An effective Information Security Awareness Program explains proper rules of behavior for the use of Alight systems and information, and is critical for providing the knowledge Alight colleagues need to comply with our security protocols while performing their jobs.

Technical security controls can be rendered ineffective by users who do not use them correctly. The goal of an information security awareness program is to educate all users so they can supplement technical security controls, as opposed to detracting from them.

## Standard Statements

### General

* 1. At hire and annually, the training program will provide guidelines on the use and protection of Alight information and assets.
     1. Alight colleagues will be reminded that they play an important role in safeguarding and protecting Alight information and assets.
     2. All Alight colleagues and contractors that access Alight information assets must attend a security awareness class or take online awareness training within three (3) months of their start date.
  2. The effectiveness of the Global Security Services (GSS) Information Security Awareness Program must be monitored by testing course participants on information security content knowledge.
  3. All Alight colleagues must be made aware of certain security-related issues as they occur, including but not limited to:
     1. Virus alerts, hoaxes, and approved Company responses.
     2. SPAM alerts and phishing attempts.
     3. Social engineering techniques.
     4. Security topics of interests.
  4. The following topics must be included in the on-going GSS Information Security Awareness Program for Alight colleagues and contractors:
     1. Information Security and Privacy Policies.
     2. Data Security Classification, Labeling, and Handling Guidelines.
     3. Password Selection and Usage Guidelines.
     4. Laptop and Mobile Device Guidelines.
     5. Secure Workplace Guidelines.
     6. Acceptable Usage Guidelines (e.g., for email or Internet access).
     7. Social Engineering attacks and appropriately handling requests for information.
     8. Physical security related guidelines.
     9. Crisis Management guidelines.
  5. Alight Security policies and standards are available for review by all Alight colleagues.

## References and Mandates

* None

## Legal Conflicts

Alight’s Security Policies and Standards were drafted to address the protections found in existing laws and regulations and may be amended as necessary due to law, regulation, or business requirements. There is no intent to conflict with relevant laws or regulations. In the event of any conflict with relevant laws or regulations, they will control.

Alight’s Security Policies and Standards may be supplemented by other policies or standards of Alight. In the case of a conflict or ambiguity, the more specific provisions of any such policy or standard of Alight shall take precedence over the more general provisions contained in Alight’s Security Policies and Standards.
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